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NATIONAL SPACE-BASED POSITIONING, NAVIGATION, & TIMING ADVISORY BOARD

The session of Tuesday, May 7, 2013 convened at 9 a.m.

Board Convenes: Call to Order
Mr. James J. Miller, Advisory Board Executive Director

Mr. James J. Miller, Executive Director, convened the eleventh session of the NASA Space-Based Positioning, Navigation, &
Timing (PNT) Advisory Board. He explained that the Board is sponsored by the National Aeronautics and Space Administration
(NASA) on behalf of National PNT Executive Committee. It is held under the rules of the Federal Advisory Committee Act
(FACA) and, as such, is open to the public and sessions are on the record. Formal Meeting Minutes are kept and posted on
www.gps.gov within 90 days. Mr. Miller expressed his gratitude to Mr. Jason Kim, Department of Commerce and Senior
Advisor of the National Coordination Office (NCO) for “keeping the Board up to date.” Mr. Kim works under the new NCO
Director, Dr. Jan Brecht-Clark. Mr. Miller welcomed Dr. Brecht-Clark and requested presenters to be mindful of their allotted
time slots. The Board is comprised of Representatives and Special Government Employees (SGEs), appointed by the NASA
Administrator for their subject matter expertise. SGEs, though participating as volunteers, are similar to government employees
in that they were subject to federal ethics rules. Should any matter raised to the Advisory Board pose a potential conflict of
interest to SGEs they are obliged to recuse themselves from the discussion.

**k%k

Announcements and Agenda:
Dr. James Schlesinger, Advisory Board Chair

Dr. James Schlesinger, Chair, noted this meeting marks the third renewal of the National Space-based PNT Board. The group
faces various challenges. Changing technologies and their integration with the Global Positioning System (GPS) provide a great
opportunity to increase service strength. Adherence to old concepts could slow progress. Selective Availability, for example,
impeded progress for years. One of the briefings to be presented at this meeting describes how changing technology may
improve GPS user devices in 2020-2030. The Advisory Board has a clear charter to proceed on those changes as it believes is
advisable.

Dr. Schlesinger welcomed the Advisory Board members, in particular the international representatives who traveled considerable
distances. He introduced Major General Martin Whelan, who is representing General William Shelton, Commander, Air Force
Space Command (AFSPC). Dr. Schlesinger noted with regret that long-term members Gen Lance Lord (ret.), Gen James
McCarthy (ret.), Mr. Charlie Trimble, Mr. Keith Hall, and Dr. Robert Hermann are leaving the Board and six new members will
replace them. Dr. Schlesinger commented on the widespread concern over federal sequestration which, it appears, will not affect
current GPS service. The Air Force is continuing to meet its commitment to the user community in both performance and
availability. Given there are additional satellites in orbit that can be called into service, and that recent analysis shows that GPS
blocks 1A, IR, and IIR(M) satellites should last two years longer than previous projections, GPS should remain the signal of
use for years ahead. He is confident that the Department of Defense (DoD) and the Air Force will maintain the current level of
service.

Dr. Schlesinger noted that Mr. Miller had organized a complete and robust schedule. The anticipated federal statement on
spectrum management will prompt new challenges for GPS, and three issues the board should focus on include:

1. The Board has commissioned a broad study by economists to determine the economic value of GPS.

2. Enormous pressure exists to reduce the DoD and the Air Force budgets; is there anything the Board might recommend
to assure GPS is sustained?

3. How vulnerable is GPS and what can be done to reduce any vulnerability? Dr. Schlesinger invited Dr. Bradford
Parkinson, the Advisory Board Vice-chair, to elaborate on this last point.

Dr. Parkinson elaborated with information that the Federal Aviation Administration (FAA) and DoD are currently examining
potential vulnerabilities in GPS service access. This is important because it is alarming how some misinformed persons within
the federal government are talking about GPS in ways that suggest it may not be essential. In fact, just last week, a senior
government official expressed shock that GPS is so vulnerable that it should be replaced. Therefore, it is clear that there is a need
to assess GPS’ vulnerabilities; address them, and assure the user community that GPS is and will continue to be available. The
three central attributes of GPS service are: availability, affordability, and accuracy. Availability requires appropriate satellite
geometry and “clear and truthful” reception of signals. Various threats to GPS services exist, including both natural and man-
made interference; the latter in turn being either intentional or unintentional interference (which includes signals crossing into the
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GPS bandwidth). Responses to intentional interference should include pre-action and deterrence. Pre-action is deterrence that
precedes interference, and prevention is the shutting down of jamming devices. For example, in Australia possession of a
prohibited jamming advice is punishable by prison and a fine. Dr. Parkinson added that, in addition to pre-action and deterrence,
there is a third option — detection- which is significantly underutilized. A fourth option would be to create robust Global
Navigation Satellite System (GNSS) devices that can receive multiple signals so if one is interfered with then operations can
proceed with other signals. This fourth option could include backup systems, such as the Enhanced Loran (eLoran), and/or
modernizing Distance Measuring Equipment (DMEs). Dr. Parkinson presented a chart showing how progressive steps could
reduce the range of a GPS jammer. These steps include the addition of inertial aiding and digital beam-forming antenna in GPS
receivers. If combined, these steps would nearly eliminate the area being jammed and greatly reduce the vulnerability of GPS.

Dr. Robert Hermann asked whether these solutions present new and extraordinary management responsibilities. Dr. Parkinson
replied that the pre-actions and reactions involved structures that do not presently exist within the federal government. Users and
equipment manufacturers are free to implement whichever equipment they view as appropriate. They could, however, decide on
this implementation based on the likelihood of interference weighted against the potential consequences of this interference.

Dr. Hermann asked if someone has attempted jamming in the military context, does the authority exist to “go after” the jammer?
Dr. Parkinson replied yes.

*kxk

National Space-Based PNT Executive Committee Recent and Emerging Issues
Dr. Jan Brecht-Clark, Director
National Coordination Office

Dr. Jan Brecht-Clark said she would speak briefly on matters currently under discussion within the NCO and which would be
brought forth to the National Space-Based PNT Executive Committee (EXCOM) meeting on June 11, 2013.

The Critical Infrastructure Resiliency (CIR) “scoping group” grew out of the Fall 2012 EXCOM discussion on GPS interference,
identification, detection, and mitigation. The EXCOM requested “more granularity” on system threats and directed the NCO to
define the problem and outline a plan of action. The Department of Homeland Security (DHS) is a key partner in this effort as it
relates to Presidential Policy Directive 21 (PPD 21) and Executive Order 13636, calling for increased critical cyber-security
infrastructure. DHS has offered to make its own critical infrastructure protection framework available. This effort reaches out to
both public and private sectors to discuss vulnerability and related factors to ensure that people are educated as to what this
means. The Assistant Secretary level PNT Executive Steering Group (ESG) has approved the approach, with DHS taking the
lead, on condition that the NCO form two task forces: one to monitor progress in resiliency and look at outreach and education;
and the other to look at technology alternatives and how to raise awareness of these in the user community.

Dr. Hermann asked how extensive the analytic work as been in the technology and risk areas.

Dr. Brecht-Clark said it is fairly sophisticated in the assessment of risk areas. Meetings are held with industry representatives to
examine the resources and vulnerabilities of each sector — energy, communications, GPS, water, emergency services, etc. The
next step is to consider what users could do to anticipate disruptions. The key unknown is what backups the user community is
employing in applications such as, for example, banking. It is important to inform the user community of risks and to learn what
they are undertaking as protection.

Mr. Marquez asked who holds responsibility for implementing PPD 21.

Dr. Brecht-Clark said it is DHS’s responsibility. The NCO is establishing an interagency task force for obtaining
information and to provide support. Rob Cramer, an NCO staff member until DHS took control in this area, is leading
this effort.

A member of the audience added that Ms. Caitlin Durkovich, Assistant Secretary of Infrastructure Protection, is working with an
integrated task force on both PPD 21 and the Executive Guidelines. This activity is focusing primarily on the sixteen sectors
identified as key national infrastructure. Work is underway to incorporate PNT into each of the individual sixteen sector plans.
The update of PPD 21 will focus on transportation, communications, and information technology; the three sectors believed to be
most dependent on GPS. The review of each sector will also consider the role of GPS as an enabler.

Dr. Brecht-Clark continued with the briefing and explained how each individual sector now includes GPS as a topic as a result of
discussions on vulnerabilities.
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Mr. Robert Cramer, in the audience, said the Executive Order places considerable emphasis on cybersecurity. His
group will introduce anything that shows how GPS contributes to system resiliency. Overall the effort is an
enhancement over what had originally been intended.

Dr. Hermann congratulated those engaged in the effort, and asked if GPS itself could be declared a critical
infrastructure since it supports so many key areas.

Dr. Brecht-Clark stated that the National Infrastructure Protection (NIP) plan does not currently identify GPS in itself
as a separate infrastructure, but it does permeate every part of the infrastructure.

Dr. Parkinson added that the cumulative evidence from the sectors suggested GPS has become critical in itself. Raising
GPS to a higher level would serve both the community and the nation.

Dr. Brecht-Clark said that acknowledging GPS as a cross-sector dependency would allow efforts to begin more rapidly
on the assessment of all 16 sectors. As of yet, however, full information is not available on how each sector uses GPS.
Dr. Parkinson agreed.

Dr. Schlesinger asked how the current relationship between DHS and National Security Agency (NSA) could be
characterized.

Dr. Brecht-Clark said she did not know.

Dr. Schlesinger suggested that the NSA is likely to be inclined to “turf protection.” Since most of the government’s
cyber-security assets rest with NSA the Board needs to make sure that DHS is taking full advantage of NSA’s
capabilities in this area.

Dr. Brecht-Clark presented the slide: “GPS Outreach: Raising Public Awareness,” and noted that the pending change of the NCO
website from pnt.gov to gps.gov should make it easier to find. In terms of public awareness additional activities include: the
recently-opened “Time and Navigation” exhibit at the Smithsonian; the distribution of 20,000 “How GPS Works” posters to
STEM educators; the NCO’s newsletter for Congressional staffers, and the NCO’s participation at international conferences.
Despite budget cuts, every effort is being made to maintain support for public outreach.

Dr. Schlesinger noted that “we have a bully pulpit” in the White House. A word from the President on the value of
GPS would also be very effective as outreach.

Dr. Brecht-Clark moved on to discuss the United Kingdom (UK) L1C patent issue. The UK has identified 41 patent issues
worldwide. Early agreement has been reached with the UK on the need to withdraw these patents. Thus far, 38 of 41 have been
withdrawn. Three patents remain in Canada, China, and India but action is proceeding to remove them. The U.S. and UK have
issued a statement supporting continued open operations for PNT.

In terms of radio spectrum, the general context is that the 2012 Presidential Directive regarding 500 MHz of spectrum is to be
made available for broadband over the next ten years. The 1755-1850 MHz frequency band is currently under review by
National Telecommunications and Information Administration (NTIA) for potential wireless broadband operators. The NTIA is
also beginning to study standards for GPS receivers. In terms of LightSquared, it no longer intends to provide broadband service
in the frequency band adjacent to GPS L1. Spectrum protection issues for GPS continue to draw national level attention.

Dr. Schlesinger asked whether the change in the chairmanship of the Federal Communications Commission (FCC)
would alter this process. Dr. Brecht-Clark said she did not as yet know.

Dr. Brecht-Clark added that the PNT EXCOM has requested additional “granularity” on the threats and vulnerabilities related to
GPS and a classified briefing will be held at the June 11, 2013 PNT EXCOM session. The PNT EXCOM will also be briefed on
the CIR effort and the National Advanced Spectrum & Communications Test Network (NASCTN), a test center for spectrum
issues which is an outgrowth of the challenges presented by LightSquared.

Dr. Hermann asked who will establish and operate NASCTN. Dr. Brecht-Clark said it would be run by DoD in
combination with NTIA, and will be based in Colorado.

Dr. Parkinson asked if the GPS community is going to have a “strong representation” at that body. Dr. Brecht-Clark
said it would since this body is a direct outgrowth from the PNT ESG, which will seek regular updates on the activity.
This body could also be used by commercial entities to determine early on whether their proposals are viable.
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Dr. Parkinson commented that after having reviewed the proposed staffing, it appears that “PNT people™ are a bit thin
on the ground. Dr. Brecht-Clark said the undertaking is endorsed by Terry Takei, assistant Secretary of Defense for
Networks and Information Integration and the DoD Chief Information Officer (C10).

Dr. Brecht-Clark added she hoped to give the PNT EXCOM an update on GPS economic impact study, and the FAA
will provide an update on the status of civil funding of GPS.

Dr. Schlesinger asked how the matter of civil funding is progressing. Civil funding is often referenced as the “pot of
gold that would be reached at the end of the rainbow,” but so far no great sums had been forthcoming.

Dr. Brecht-Clark acknowledged a shortfall in civil funding. The military has been forthright in saying that due to
sequestration it would not be able to absorb the shortfall, and on the civilian side there is little specificity on what is
being paid. If there is no identifiable negative impact to civilian users on the withdrawing of funds then it is difficult to
get those agencies to pay.

Dr. Schlesinger commented that Congress, which with sequestration “sits there with a bloody dagger in its hand,”
should have greater sympathy for civil funding. The recently-appointed Treasury Secretary Mr. Jack Lew was the
Office of Management and Budget (OMB) director during the Clinton years and he was the one, working with DoD,
that set up a special arrangement to protect the DoD from additional costs for supporting civilian requirements. He
could be helpful now. OMB must be made aware of such past efforts to protect funding.

Dr. Brecht-Clark said civil funding will remain a critical budget item over the next few years.

Dr. Hermann asked if he correctly understood the statement that the failure to be forthcoming with civil funding would
not have an impact on the prospective funder. Dr. Brecht-Clark replied there is no specific activity that has been
slowed down or withdrawn. The funding package for GPS did not separate out what is being paid for by whom, and
what would get cancelled if civil funding was not forthcoming.

Gen Whelan said his office is now working to develop a more definitive basis for charges related to GPS operation.
Dr. Schlesinger suggested that if coverage were reduced at Washington Reagan Airport — “through which members of
Congress fly every week” — perhaps Congress might become more attentive.

*kxk

GPS Modernization Activities: Progress and Challenges
Maj Gen Martin Whelan, Director of Requirements
Air Force Space Command

Maj Gen Whelan explained that his briefing would focus on the Civilian Navigation Message (CNAV) signal testing, cyber
vulnerability and — at Dr. Schlesinger’s request — on GPS program aspects.

CNAV testing is scheduled to begin in June 2013. While CNAV testing has been part of the GPS Modernized Operational
Control System (OCX) development effort, specific testing of the message on the L2C and L5 civilian signals has not yet been
conducted. The June 2013 tests are the first being conducted as part of OCX development. Testing should not cause any
disruption of normal GPS satellite operations nor impact the signal set.

Dr. Schlesinger asked why not simply turn the signal on in June? Gen Whelan answered that the signal has been
turned on but not yet populated with message sets. This test series will use an off-line tool to build the message sets.
The current system does not allow for simple automation. The test objective is to allow civilian users to participate in
the L2C and L5 signal effort. Currently, efforts are underway to clarify the test objectives. The entire GPS
constellation will be involved, with exception of the GPS-11F-4 which will be undergoing early orbit checkout during
these tests.

Dr. Parkinson asked Gen Whelan whether he’s had an active dialog with civil users on changes “coming down the
pike.” Gen Whelan responded that the Program Office has. There are on-going efforts to make sure everyone is aware
of the test series. Broader awareness adds to the value of feedback from equipment manufacturers. The first round of
testing is currently scheduled for June 15-29, 2013. The signal will be populated from the ground for up to ten
satellites. Uploads will occur every day. The two prime objectives are: first, to make sure interface specifications are
met; and, second, to facilitate the dialogue with GPS receiver manufacturers. Once test results are available
Gen Shelton, AFSPC Commander, will determine whether to continue populating the message or continue the test
series.
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Dr. Parkinson commended Gen Shelton, Gen Whelan, and all those involved in this undertaking. This activity has
required quite a bit of additional work but it is a good example of “forward-leaning” that makes good sense.

The GPS OCX ground segment is scheduled to come online in 2016, and will be capable of fully supporting CNA. AFSPC is
highly confident that GPS will continue to meet or exceed its worldwide civil and military PNT commitments.

Dr. Schlesinger asked whether this “PNT commitment” constitutes 24 satellites, plus three in reserve. Gen Whelan
responded that it does, although sequestration is likely to strain efforts to maintain a 32-satellite constellation in
operation. Dr. Schlesinger noted that the Chinese are currently aiming for a 36-satellite system.

Gen Whelan continued explaining that the President’s FY 14 budget supports all current programs. Regarding FY15 at this time
some work has not yet been submitted so AFSPC is not yet in a position to predict the resolution. Also, Gen Shelton has
requested additional reviews take place this summer due to concerns raised by the Independent Review Team (IRT). Boeing has
delivered the 4™ IIF satellite scheduled for launch later this month.

Dr. Hermann, referring to an earlier comment by Dr. Parkinson regarding concerns on perceived GPS vulnerability and
some comments that the system might not be worth maintaining, asked what accountability or responsibility does
Gen Whelan’s office have for providing GPS services.

Gen Whelan responded that AFSPC’s role is to provide GPS services and work with the military on code-based
equipment and, also, while AFSPC does not provide equipment for civil users, it does work with the same
manufacturers that create the equipment used by the civilian community.

Dr. Hermann agreed, but added that he believed support to civilian users should go beyond providing the signal in
space just as AFSPC is engaged in making sure the system solution is completed all the way through DoD user
equipment. There are issues on availability that go beyond providing the signal, which may include augmentations and
other technologies.

Gen Whelan responded that it was probable “things would become more constrained” as the budget tightened;
however, full engagement with the civil user community remains a priority.

Gen Whelan characterized cyber vulnerability as a broad concern. The GPS system itself is continually monitored from the
surface. As an analogy, when exposed to the environment ferrous materials will rust. Similar things may happen to software
systems because of changes in the environment. Review and regular maintenance is performed akin to what you do to remove
rust. Military users are required to undertake annual training to improve their understanding of threats to the system and response
to those threats. While we cannot discuss specific system vulnerabilities in a public forum, we can assure those present that
processes are in place for identifying and responding to vulnerabilities.

Dr. Schlesinger asked whether the DoD addressed the question of prospective obsolescence of GPS for military users
adequately. Gen Whelan replied that as far as assuring the accuracy of the signal in the war fighting context (weapons
delivery on a target with minimal collateral damage), his office is focused on both the vulnerability of the system and
the vulnerability of the spectrum.

*kxk

GPS 111 Satellite Reflectors for Performance and Interoperability
Dr. John LaBrecque

Lead Earth Surface and Interior Focus Area

Science Mission Directorate, NASA

Dr. John LaBrecque began by reminding everyone that the issue of placing Laser Retro-reflector Arrays (LRAS) on GPS has been
going on for many years, but this time around he was very pleased to report major progress over the past year. Following an 18
month multiagency Mitigation Study, which included AFSPC, NASA, and U.S. Strategic Command (USSTRATCOM), an
agreement has been reached on the plan for the installation of LRAs on GPS Il starting with SV-9, scheduled for launch in the
2019 timeframe. A complementary, and independent study, was also conducted by the Aerospace Corporation. This agreement
is documented in a Memorandum of Understanding (MOU) for signature by CDR USSTRATCOM, AFSPC/CC and the NASA
Administrator. As of the time of this meeting Gen Shelton has already signed the document. AFSPC deserves praise for
organizing and supporting this effort, which also included excellent coordination between participating agencies.

Dr. LaBrecque termed this effort a substantial undertaking whose conclusion was that “cooperative laser ranging can co-exist
with GPS Il hardware.” The LRA is currently being developed and an excellent location for the LRAs on the GPS Il satellite
nadir deck had been identified. The LRA will meet or exceed GPS standards and will exceed by almost 50 percent the
performance of the LRAs on GLONASS, Galileo and Compass/Beidou. This design extends GPS ranging capabilities to low
elevation angles. The necessary funding for testing, procurement and integration has been identified. Dr. LaBrecque said he has

9



National Space-Based Positioning, Navigation and Timing Advisory Board Meeting Minutes, May 7-8, 2013

communicated to the PNT EXCOM his appreciation of the Advisory Board’s careful and sustained support. Good support had
also been received from other agencies and the NASA Human Exploration and Operations Mission Directory (HEOMD), in
particular Mr. James J. Miller.

Ms. Neilan asked whether there is a possibility of also placing LRAs on GPS-111 SVs 1 through 8? Gen Whelan responded that
as far as an earlier introduction of LRA is concerned, this would involve engineering costs for which there is no budget,
nevertheless the International Laser Ranging Service ( ILRS) community is satisfied with the plan for implementing LRAs on
GPS-111 SV-9 and thereafter. Dr. Gerhard Beutler added that he considers this a major step forward and is very pleased by results
of the hard fight made for this.

*kxk

GPS 111 Out to 2030: Building for Future User Applications
Mr. Steve Moran

Director, GPS Mission Solutions

Raytheon Company

Mr. Steve Moran explained that his briefing would discuss the implications of operating in a multi-GNSS environment between
now and 2030. The current status of GNSS is quite different from what had been predicted earlier. Currently there are
approximately 80 GNSS satellites in operation, and this number could easily pass 100 by mid-decade. In addition to the satellites
there is also a large ground infrastructure of GNSS monitoring stations, and this component will become increasingly important
to users. The following key assumptions can be made:

1. Globally ubiquitous high quality signals will be available to users free of charge. The average user will be indifferent to
the source of the signal.

2. The cost of sustaining and modernizing GNSSs will continue to increase. At present, a cost of $200 million per
satellite for GPS Il is being approached, if not exceeded. This will pressure provider nations to reconsider what
quantity of independent satellites is required to meet national sovereignty concerns.

3. Cyber attacks will become more frequent. Currently this issue is not receiving sufficient attention. GPS is taking
cyber-security seriously but it is doubtful other systems are. In addition to becoming more frequent, cyber attacks will
become more sophisticated and successful. Some GNSS systems may not survive.

PNT science and technology will remain a rapidly advancing field, and even will accelerate. The problem is that since current
systems were free of direct user charges then no economic advantage is accrued to potential operators offering alternatives to
current GNSS. This lack of economic advantage could in 20 to 100 years end up with space-based PNT being replaced.

Dr. Schlesinger asked whether Mr. Moran meant replaced or supplemented. Mr. Moran responded it was the former
because eventually physics will develop the capability of determining positioning just as accurately as GPS.

Gen McCarthy asked what is the basis for this prediction. Mr. Moran said it assumes continued developments in small-
scale navigation systems; chip-scale atomic clocks; small space networks, and related technologies.

Gen McCarthy asked what is the timeframe for that to happen. Mr. Moran responded it leads back to the circumstance
that so long as GNSS services are free to the user, there is no economic incentive for investment in better, or less
expensive, systems.

Dr. Hermann noted that while “free is hard to beat” from the perspective of governments, these systems are hardly free.
And, this being the case, would the technological trends Mr. Moran discussed push governments to create different
architectures? Mr. Moran said that some countries have already done so.

Dr. Hermann asked who. Mr. Moran replied that India and Japan have decided they do not need a global system and,
thus, a Regional Navigation Satellite System (RNSS) would suffice.

Dr. Parkinson interjected that the systems named are not fundamentally different from GNSS. They are regional
augmentation systems that still require GNSS satellites for determining position. As of yet there are no alternatives to
the existing global approach. All ranging systems rely on microwave signals subject to line-of-sight issues.

Ms. Neilan agreed there may be additional approaches to global systems, but it is doubtful the wider world would move
away from a ‘federated GNSS’ as is being used now.

Mr. Moran commented that he was not making a prediction, but offering a thought about the future.
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Mr. Moran continued with his briefing. First, the average user will be indifferent to the source of the signal and, as a result, could
become dependent on services that may not be trustworthy. Therefore, further means are needed to assure trustworthiness. Also,
safety-of-life users will have issues with integrity assurance, which is knowing when one is not being spoofed.

There are also implications to military users as military GPS equipment becomes more and more similar to the one in use by
civilians. If they’re receiving signals from multiple GNSS system they’ll need to know which signals can be trusted. This will
require independent monitoring of foreign GNSS systems to ensure that the correct information reaches the warfighter.

Finally, cost considerations will prompt greater cooperation between nations. In this area, GPS could do more to leverage its
current advantage in cyber-security. As Mr. James Doherty of the IRT once said, “trust nothing, use everything, and come up
with a solution that meets your needs at the time.”

Gen McCarthy expressed concern about the discussion on cyber-security. We can agree that there could be an impact
but no one is discussing how to address this impact.

Gov. Geringer asked if the Board could receive a presentation on the topic.

Gen Whelan recommended that any such presentation will include DHS describing their on-going efforts.

**k%k

Future Trends in GPS User Equipment
Don Jewell, Defense Editor
GPS World

For over 21 years, GPS World has undertaken annual surveys covering 55 equipment manufacturers and well over 500 receiver
types. Moreover, within the last decade, feedback from warfighters on what they would like to see in their equipment has also
been collected. The current basic design of military equipment is 25 years old. Results from these surveys show that while GPS
remains the system of first choice, the standard military unit currently in use does not meet any of the “top ten requirements” in
the equipment features warfighters would also like to have. The most common issue raised is what they perceive as a poor
interface in the standard military unit, in particular when compared to equipment available to civilian users.

Mr. Jewell showed a civilian GPS receiver built in 1977 by Rockwell-Collins, also a major supplier of GPS receivers to the
military, to emphasize this point. The receiver was built for use either on-the-ground or for aviation, weigh 350 pounds, and took
two days to install on an aircraft. The 1977 Rockwell-Collins GPS receiver represents “the first and last time” military user
equipment offered greater across-the-board features (other than receiver accuracy and security) than commercial equipment.

Mr. Jewell then showed a 1981 Texas Instrument GPS receiver that weighs only 50 pounds including the antennae. In addition to
being a smaller receiver this receiver also incorporates antennas, something that is only now being incorporated into military
equipment sets.

As a result of this lag in incorporating features available to civilian equipment, many soldiers on the field purchase their own
civilian equipment; most commonly, Garmins or iPhones. A Garmin receiver costs $99 and can be worn on the wrist. It was the
most popular receiver until 2005 when it was supplanted by the iPhone. The iPhone provides a wealth of capabilities in a unit
weighing only four ounces, including 361 navigation applications that are available to users. Also, an iPhone has additional
capabilities exceeding the standard military model, including: Assisted GPS SBAS; Three Axis Gyro; Accelerometer; and
Pedometer. These allowed users to know their location even when no GPS signal is being received.

Gov. Geringer asked why Mr. Jewell believes the military command structure has tolerated such a situation.

Mr. Jewell responded that he doesn’t know, but he has also seen some drafts of directives for military equipment that
could bring considerable progress. The issue is that commercially available units are a ubiquitous utility that saves
lives in wartime; so many warfighters go out and get them even though doing so violates regulations that are intended
to ensure they use more robust GPS military signals instead of more convenient civilian signals. Such convenience
includes “one button” applications such as, for example, warfighters in nighttime combat being able to push a single
button for the unit to go dark.

Dr. Hermann said that given these statements a large cloud looms over the table. Should the PNT Advisory Board take
time to examine this situation?

Gen McCarthy said that an American “GI” does whatever seems necessary under any circumstance.
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Dr. Hermann said he admires them and “God help us” if they did not have such instincts. Nonetheless, there are limits
to what a soldier in the field should be expected to do.

Dr. Parkinson said that from the military perspective, the problem with iPhones is that, for example, they do not use
protected signals.  Therefore, their use for targeting is forbidden because using a secure military signal overrides
convenience, and rightly so.

Dr. Hermann said he was prepared to raise this issue with the military leadership. There may be procedural reasons for
keeping military hardware the way it is, but it misses the point of ensuring warfighters also having the additional
features that have been discussed.

Dr. Parkinson said a way is needed to, for example, build a protected “military chip” that could be slipped into civil
devices and ensure warfighters get all the best features.

Ms. Ruth Neilan, echoing Dr. Hermann’s comments, said that a recent Defense Science Board study does lament the
advancement of military equipment, and also reports that mothers of enlisted men are buying the Garmins and iPhones
because they want their child to have better situational awareness. Such units may lack secure transmission and robust
military GPS signals, but they do supply a great deal else that is useful to those fighting on the field.

Dr. Parkinson said he shares Ms. Neilan’s indignation, and one way to approach this issue could be to take a look at
procurement practices in the DoD. The difficulty is that once a requirement is in place it is then virtually impossible to
get it altered. This is compounded by the fact that at times the source of a particular requirement does not have a name
assigned to it and, therefore, we can’t go back to reassess its need.

Gen Whelan agreed that the issue is on the requirements and acquisition side.

Dr. Hermann said that someone has to make risk decisions and, in turn, these are then approved by the Joint Chiefs of
Staff. Therefore, ultimately the Joint Chiefs of Staff has responsibility for such decisions. At times it appears they
stick to these decisions more for internal political reasons than practical considerations.

Dr. Schlesinger said there is always a tendency to follow tradition and, while not wishing to pick on U.S. Navy
requirements, an example of this is how in amphibious operations training there is a requirement that ship captains
determine their position through traditional navigation devices.

Mr. Jewell commented that, for example, a friend of his had navigated by sextant and star charts to Tokyo, but this
shouldn’t preclude using something better if it is available.

Mr. Jewell continued with his briefing. The aggregate sales of the most popular PNT devices include: 250 million iPhones; 115
million iPads; 2.2billion downloaded navigational applications; and 100 million Garmin devices. In addition, the Defense
Advanced Research Projects Agency (DARPA) has created several dozen smart applications for use with mobile devices. These
“apps” are going straight from development to the field, and it is estimated that over 1,000 servicemen in Afghanistan are already
use such equipment and applications. For example, one application provides a map that shows safe vs. hazardous areas through
which to travel. The application also retains a record of a warfighter’s previous movements and issues a warning if too many
trips have been taken down a particular route and, thus, made their actions hazardously predictable by the enemy. Mr. Jewell
quoted a statement of a serving warfighter who credits a Garmin device with saving lives and that every officer in his unit carries
such device.

Of the 8,000 warfighters that have been part of the GPS World survey, every single one has a commercial unit.

Gen McCarthy commented that his son is serving in Afghanistan, his wife is in Hawaii, and every day they have a 10 to
15 minute conversation on Skype. In addition, he’s learned from his son that ‘Skyping’ is common among soldiers to
exchange timely information of value to them, but not to the enemy.

Mr. Jewell quoted a May 1, 2013 report from the Wall Street Journal that the Pentagon is now embracing Apple and Samsung
devices. This is this outstanding news, but it comes ten years too late. Mr. Jewell then presented slides summarizing PNT user
equipment trend, current multi-GNSS technology, and a map of the Global Virtual Reference Stations (GVRS) system operated
by Trimble and John Deere.  Differences between civilian and military equipment include, for example, a Trimble receiver
located in Singapore can receive 169 PNT signals while a military receiver sitting next to it would only see a maximum of twenty
signals. Furthermore, the Trimble receiver can log the information.

Mr. Jewell then assessed a pending Army release which, in his view, includes both good and bad news. The bad news is that no
new signals have been added to existing military equipment, but the good news was that the system is now both a receiver and
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transmitter. The latter enables transmitting to separate receivers that have all the additional capabilities warfighters want. This
and other advancements show that, in general, the Army is moving ahead. While in his view the military is mistaken in looking
for a “one size fits all,” there is a way ahead that includes adding networkable devices to existing hardware such as the Precision
Lightweight GPS Receiver (PLGR) and Defense Advanced GPS Receiver (DAGR).

On the other hand, the U.S. Marine Corps has decertified use of PLGR, limited the use of DAGR, and approved the purchase of
devices from commercial vendors.

The Air Force has fitted 70 percent of its aircraft with networkable and upgradeable PNT devices, and the Navy (which has high
networking needs) has placed PNT devices on 60 percent of its fleet.

In conclusion, a future vision for PNT should include multi-GNSS systems; multi-function Commercial-off-the-Shelf (COTS)
devices and non-proprietary Operating System (OS); software downloads of applications; and networked devices. Also, to foster
innovation it is preferable that the military stop building their own receivers and, instead, set specifications for civilian
manufacturers to meet.

*kk

United States Federal Radionavigation Plan
Ms. Karen Van Dyke, Director for PNT
DOT Research & Innovative Technology Administration

Ms. Karen Van Dyke said her briefing would cover both the Federal Radionavigation Plan (FRP) and the Nationwide Differential
GPS (NDGPS). The FRP has been produced since 1980. Currently it is a product of the DoD, Department of Transportation
(DOT) and DHS, and signed at the Secretary level. The most recent version is dated April 2012. This document places more
emphasis on planning for navigation satellite systems. An effort is underway to also include a high-level description of user
needs and how they fit with the broader system. The FRP also incorporates a discussion on the National PNT Architecture signed
by DoD and DOT. The 2012 document also includes a new section on PNT requirements and their evolution.

DHS and DOT are also working to analyze the future requirements for NDGPS to support investment decisions beyond FY16.
NDGPS is a differential GPS system largely used for surface transportation including rail and maritime. Given the advances in
‘stand-alone” GPS since differential techniques were first developed, the investment in maintaining NDGPS requires scrutiny. A
recommendation from the DoD/DOT National PNT Architectural is that “as GPS modernization of other methods demonstrates
new operational capabilities, agencies should transition or divest U.S. GNSS augmentation assets that are unnecessarily
redundant to their requirements.” The future NDGPS assessment is driven by various factors including the absence of U.S. Coast
Guard requirements, the discontinuation of selective availability, and 